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Abstract

In this paper, we propose a cooperative
device in the WSS of WiMedia envirc

ol of.re Xed WUSB/DRD and WLP
t. For th we investigate a RNT table
configuration and algorithm of RNS nod 0@ used in relay-based cooperative
communication. Then, we descri ature i:}device to configure the WLP network
and propose a cooperative col for \%S RD/WLP device communication. The

proposed cooperative protocal can commu‘m’gg with WUSB/DRD/WLP devices by using the
standard DRP reserva’gion USB ervation.

Keywords: WiMe WUS ( ss USB), WLP (WiMedia logical link control protocol),
relay-based co commumicati
1. Introduction S,Z)

In recent years, t;ﬁ%aﬂd for multimedia services of high quality in a wireless home

network environ growing gradually. WiMedia Alliance [1], more than 170 companies
gathered, a the standard of WiMedia D-MAC (Distributed-MAC) to allow a
physical la I')\Ograﬂ%ed on UWB (Ultra Wide Band) and a variety of applications such as
wirelessﬁé wireless 1394, wireless IP, and Bluetooth. WiMedia D-MAC support the
dist edia access method [2].

%transmission can improve the throughput and reduce energy consumption in the
multi-rate wireless network. This is because it can be reduced the transmission time to
execute relay transmission via high speed link compared with the case of transmitting directly
through slow links. In order to enable the relay transmission, relay-based MAC protocols
have been proposed. CoopMAC [3] is a relay-based cooperative MAC protocol in
IEEE802.11. Helper (or Relay) is to support relay transmission in the course of the RTS/CTS
exchange here. However, CoopMAC causes control overhead because of exchanging the
RTS/CTS. Therefore, it does not fit in a multi-media applications that are sensitive to delay.
IEEE802.15.3 [4] proposed centralized MAC protocol for UWB PAN to support relay
transmission. Relay-based MAC protocol show enhanced performance in terms of throughput
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and energy efficiency but centralized MAC protocol has the disadvantage in terms of
flexibility and scalability [5].

Wireless USB (WUSB) technology combined a wired USB technology and wireless
technology based UWB by universal use of wired USB technology. Wireless USB technology
adds the convenience of wireless to the performance of wired USB and security features. And
the relationship between the host and the device of Wireless USB is a star topology which is
connected directly as the point-to-point. Wireless USB utilize WiMedia UWB as a wireless
transmission medium. And the UWB transmission technology, as a technology for ultra high-
speed short-range wireless network, can communicate with neighboring device in the 10m
range at speeds of up to 480Mbps [6]. It is used not only in the home network lut alse in
various applications because of features that have low power consumpti Nicult
wiretapping, excellent security, and accurate position recognition. %V

UWB WiMedia devices can coexist with the wireless USB network @ ame radio
environment depending on the application. And comm rrbetw networks is
required in some cases. For this reason, WiMedia aI' ined ndard of WLP
(WiMedia logical link control protocol) that specifiessifte quwem&‘i?nd frame format for
transferring packets of network layer to the WiM dio p This standard was
defined the plan for support to connect the frames between protocol and Ethernet
protocol or other similar network protocol as secuyity’between devices.

All WLP devices belong to one or morg service sé% SSs) [8]. Before two devices
can exchange data frames, the device dISC ver?each other, enroll in and activate a
common WSS, and establish a conn@ sm% properties. A device may create a

t

new WSS or enroll in an existing any ti ce a device has created or enrolled in a
WSS, it may activate the WS ommuni h other devices enrolled in the WSS. A
device with an activated WS an conn ct neighbor that has also activated the WSS.
Client devices may ( co cate di Wlth other client devices that belong to the same
WSS. They may al unlcate witlv ‘other client devices and nodes, such as Ethernet
stations, by using th ces of clﬁ%brldges
3 % d frame radrom client devices that have requested bridge services.
: e originaPsource or ultimate destination of data traffic conveyed in WLP
frames. Client devices frames to a client bridge in order to communicate with
destination nodes reac rough the client bridge. A client bridge and client device must

pose a cooperative protocol of relay-based WUSB/DRD [9] and WLP
of WiMedia environment. For this, we investigate a RNT table
algorithm of RNS relay node to be used in relay-based cooperative
. Then, we describe the feature of the device to configure the WLP network
a cooperative protocol for WUSB/DRD/WLP device communication.

ws

2. RNT Table Configuration and RNS Relay Node Decision Algorithm

A relay-based cooperation communication as shown in Figure 1, when the state of
the channel between the source node(S node) and the target node (T node) is not good,
is a method that is advantageous in terms of power consumption and the time to send
and receive data through relatively good relay nodes(R node). Recently, due to efficient
communications of device that exists implementation restriction in terms of cost and
power consumption, multi-hop relay cooperative communication methods have been
proposed. CoopMAC method is proposed and proved a performance improvement
through efficient relay communication in wireless LAN (WLAN) system. However,
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CoopMAC causes control overhead because of exchanging the RTS/CTS. Therefore, it
does not fit in a multi-media applications that are sensitive to delay.

power A

S—R: wakeup / T: sleep ‘ ‘ S: sleep / R-T: wakeup

>
Relay transmission time

R node

stable channel stable channel
S node T node 6 Z

unstable channel

power

_A
S-T: wakeup / R: M
Y

Direct transmissiol N/ time
Figure 1. A relay-based (@’%atlve @munlcatlon

Link Feedback Information Elem;@ |s in the WiMedia MAC protocol.
There are ideal PHY data rat orm% the transmission power in Link
Feedback IE, and it is transf he tra evice from the receiving device. As a
result, all link feedback in matlon on device may be transmitted riding on the
Link Feedback IE one ormat Link Feedback IE and the Link field are
shown in Figure 2 3 an re 4. DevAddr field of the Link field format
indicates the devic ess f urce transmission device that provides feedback.

O\
\1@&:1 ANC)1L 3 3

Element ID ngth (=3xN) Link 1 Link N

&Figure 2. Link Feedback IE format

? b23-b20 b19-b16 b15-b0
Data Rate Transmit Power Level Change DevAddr
@ Figure 3. Link field format in Link Feedback IE
Value PHY Data Rate Value PHY Data Rate
0 535 Mbps(:RpHy_N”N) 5 320 MbpS
1 80 Mbps 6 400 Mbps
2 106.7 Mbps 7 480 Mbps
3 160 Mbps 8-15 Reserved
4 200 Mbps

Figure 4. Data Rate field format
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It can choose a transport transmission path to support a minimum delay and
maximum data rate by using the link feedback information of the WiMedia devices.
Therefore, by sending the new Reason code of the DRP Control field added to the DRP
protocol provided by the WiMedia MAC standard, All WiMedia MAC devices can
select the transfer path that supports higher data rates. Distributed cooperative D-MAC
technology use a new RNT (Relay Node Table) and a Reason code. And, it needs the
process of negotiating a new cooperative relay DRP.

In order to select a potential relay device required for data relay transmission, all
devices belonging to the WiMedia beacon group must be set and maintained the RNT.
Formation and update of RNT is done by receiving the Link Feedback IE w ch is{ut
within the beacon neighbor device sent every superframe. Data transfer “sate of
information that can be best received normally a data frame that was se %ﬂsender
is included in the Link Feedback IE. ‘ 2

Data rate information of the neighboring devices th\B (,'Iude ceived Link

Feedback IE is stored in the RNT. As shown in Tab sed of Source-
A A&% field indicates the
e optimal PHY data

DEVAddr, PHY Data rate, and the Dest-DE

address of neighboring devices and PHY Data ield

rate of between Source-DEVAddr and Dest-REVA % VAddr field indicates
the address of one-hop destination device rrede, b e Source-DEVAddr directly.
The device which reserves MAS (Med cess Slo for data transfer checks the
RNT.

Taba flgurat®RNS table

Source-DEV Addr PI-T\QS@ Rate Dest-DEV Addr

After getting info &lon abaut\the device in the neighborhood, it is necessary to
determine the opti roviding the smallest relay transmission time from

dewﬁs@[
RNT table |n - on. F;g this’ reason, it is necessary to calculate the transmission

delay time in“the aval paths (direct path and relay path). Table 2 describes
expression used to te the transmission delay time of each path. For Direct
transmission, PHY ate between the source and target devices should be used. On
the other hand :& transmission time is the sum of TS-R and TR-T. If relay
transmissio e horter than the direct transmission time, source device performs
the relay tr, ssion by determining relay transmission is suitable from the point of
view of@wlzmg the throughput. When rearranging equation (1) so as to satisfy the
con f Trelay < Tdirect, in the formula (2), RNS to select a relay node (Relay
ectlon) criteria are derived.

Tairect = Ts1 Trelay =Tsr* Trr Trelay < Tdirect (1)
Relay Node Selection(RNS) Criterion

Rs.1*Rrr+ Rsr "Rt < Rsr* Rer 2
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Table 2. Configuration of RNS formula

Parameter Meaning

Tdirect Direct transmission time from the source node to the target node

Trelay Relay transmission time from the source node to the target node

Tsr Transmission time from the source node to the relay node

Tt Transmission time from the relay node to the target node

Rs.r Data rate from the source node to the relay node

Rr-1 Data rate from the relay node to the target node

Rs.1 Data rate from the source node to the target node .

Relay-based DRP conforms to WiMedia D-MAC protocol to be compati ith the

existing WiMedia D-MAC. Relay DRP supports the relay cooperative c unication
in WiMedia D-MAC protocol by using the three reser dReas (reservation
details of status code). Reason code used in additional wn in 3. Reason code

of ‘Relay Req’ send from the source node to o&x?r request of DRP
reservation. And reason code of ‘Realy Ntf’ is u‘ oti relay node informs
the target node about transmitting the data th ough th%} node when resource
requested from reason code of ‘Relay Req’ ved b lay node. When both the
relay device that received the reason CO(Q Relayp%’ and the target device that
received the reason code of ‘Relay ow th@el transmission, they send the
reason code of ‘Relay Accepted’. h de % nd as the reason code of ‘Relay

Accepted’, required relay trans is 0 sonl med.

Jable 3. Acfdiﬁeason Code

Value  Reagon XN\ Meaning
5 NM i Req‘uest‘d'f the relay transmission to the relay node
Nitf ification of the relay transmission to the target node

Qe through the relay node
lay A p@ ﬂpproyal_of DRP resource reservation request for relay

transmission

describe devices re used in WLP first. The devices used in WLP can be defined
into three fugctionsas a client device, a client bridge, and a remote bridge [7].
Devices%’a client function (client devices) are the original source or ultimate
destinati data traffic conveyed in WLP frames. Client devices may communicate
dir% th other client devices that belong to the same WSS. They may also

To illustrate thg@P resource reservation protocol of WUSB/DRD/WLP, we

com icate with other client devices and nodes, such as Ethernet stations, by using
the services of client bridges.

Devices with a client bridge function (client bridges) forward frames to or from
client devices that have requested bridge services. Client devices direct frames to a
client bridge in order to communicate with destination nodes reachable through the
client bridge. A client bridge and client device must belong to the same WSS for the
client bridge to provide bridge services.

Devices with a remote bridge function (remote bridges) offer connectivity between
network segments. Remote bridges forward frames to and from other remote bridges,
such that each pair of remote bridges creates a new segment bridged to the segments
attached to the remote bridges. Remote bridges implement IEEE 802.1D learning bridge
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mechanisms, and make forwarding decisions using a filter table. Remote bridges
implement a spanning tree protocol in order to eliminate redundant paths throughout the
network.

A Dbridge is used for the frame exchange between WLP and wired Ethernet protocol
or other similar network protocols. It advertises bridge capabilities in a WLP IE. A
neighbor requests bridge services from the bridge in order to initiate the forwarding of
frames between the neighbor and other nodes reachable through the bridge.

A bridge could offer connection to other client devices, to nodes reachable through
wired or wireless ports using other protocols, or to both. A bridge does not forward
frames to or from neighbors that have not registered with it for bridge segvicess A
bridge forwards data frames to and from neighbors that have registered, withyit for
bridge services. A bridge may provide support for establishment of a Id:’%arvation
upon request from a client device. A bridge that supports this feature a@ S support
mation and

filtering parameters to identify the expected traffic.

All WLP devices belong to one or more \)\As ice se
segregate traffic on the medium based on usetrolle rship in the WSSs.
WSSs are either secure, to permit traffic to beprotécted fromyyvarious passive and active
attacks, or non-secure, to permit traffi gregatl ith no protection from

eavesdropping or identity spoofing. BeT deV|ca? n exchange data frames, the
devices must discover each other, e 'n an e a common WLP service set
(WSS), and establish a connectlo perties. A device may create a
new WSS or enroll in an exis SS gﬁéﬂlme. Once a device has created or
enrolled in a WSS, it may acti the WS mmunicate with other devices enrolled
in the WSS. A device with.gn activated \A@ can connect to any neighbor that has also

SSs) in order to

device and its parti The format of WLP IE is illustrated in Figure 5.

octets: Z ) 2 2 Oor10 M N
. Broadcast
Element ID | Length (= GSO EVCapabimies Cycle ACW/ Bridge | WSSID | i

(=250) or 10) Parameters | AnchorAddr | Information Hash List -
Indications

activated the WSS.
The WLP IE is i a@in be;& all devices. It provides information about the
ni

Figure 5. WLP IE format

The Capab@'ﬂeld format of WLP IE is illustrated in Figure 6.

’b15-b12 b11-b8 b7-b5 b4 b3 b2 b1l b0

SSID Hash | Broadcast Traffic Reserved | Discoverable DRP Remote Client Client
List Length Indication Count Establishment Bridge Bridge Device

Figure 6. Capabilities field format

The DRP Establishment bit is set to one if the device is a bridge and is capable of
accepting a DRP reservation request from a client device, or is set to zero otherwise.
The Client Bridge bit is set to one if the device can provide bridge services to client
devices, or is set to zero otherwise. The Client Device bit is set to one if the device can
act as a client device. It is set to zero otherwise.
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3. Design of DRP Resource Reservation Cooperative Protocol of
WUSB/DRD/WLP

The process of standard DRP reservation negotiation [2] and WUSB DRP reservation
negotiation [9] are explained on each protocol, but a cooperative protocol such as
WUSB/DRD/WLP has never been defined.

In the WLP protocol described in Section 2, client devices in the same WSS and other
protocol device by using client bridge can exchange the frames. That is, if WUSB/DRD and
WLP device are the same in WSS, they can communicate by using the client bridge and client
device. When they are in different networks, use of the remote bridge solves the problem to
communicate. The process of DRP reservation negotiation can be described in the e of
the DRP reservation negotiation for WUSB/DRD/WLP using WLP protocol ho@ﬁn Figure
7.

It is possible to communicate using client devices and thecChient brid
and WLP device are the same WSS. In order to enable ¢
a device must activate the WSS. Prior to activating,z be enrolled in the
WSS. To activate a WSS, a device has to include t§ LP IE in its beacon

in each superframe. A device may deactivate 3 W N the WSS hash from its
beacon. In order to enroll in an existing WS vice,must first discover the existence of
another device accepting enrollment for %{5 A de\hg ay use the D1 and D2 frame
exchange to discover information about S adyertised 1n a neighbor’s WLP IE. During
discovery and a subsequent enrollme ssion at is already enrolled in an existing
WSS is referred to as a registrar, vice se@to enroll in the WSS is referred to as an
enrollee. These roles are tempofgxand last o he duration of the enrollment session. A
device shall be capable of aeting as a,re . A device shall be capable of acting as an
enrollee. To check the W. ertles@N S activated by a neighbor, a device sends a D1
association frame to % or. ﬁ% does not send a D1 frame to a neighbor unless the
Discoverable bit is ne in thexlatest WLP IE received from the neighbor. A device that
receives a D1 on fram pends with a D2 association frame that contains device
information a S ipfopmation, or an FO association frame that indicates why the
discovery request’is not a or WSS information is not available.

A device may requ ridge to forward frames to or from other nodes by sending a

Bridge Services Re control frame to the bridge. A device may also transmit a Bridge
Services Request rol frame to update protocol or multicast forwarding filters, or to

terminate t ridge services requested. Each time a bridge receives a Bridge Services
Request co rame from a device, it discards any information retained from previous
requests that device, and use only the information contained in the received request.

ge receives a Bridge Services Request control frame, it responds with a Bridge
Serv Response control frame.

A client device may request a client bridge with which it has enabled bridge services to
establish a DRP reservation for traffic addressed to the client device if the bridge indicates
support for DRP establishment in its WLP IE. A bridge that supports DRP establishment and
receives a DRP Reservation Request control frame establishes a reservation according to the
TSPEC field included in the frame, if possible, and report the result in a DRP Reservation
Response control frame. The client device establishes a DRP reservation when receiving the
response. And if communication between devices is terminated or DRP reservation is
completed, the client device deactivates a WSS by removing the WSS hash from its beacon.
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Figure 7. The pr ed DRP reservation negotiation of WUSB/DRD/WLP

"

A

4. Simulath&Results and Discussion

e ance analysis of RNS relay DRP method, we consider the ns-2 simulation
envj -‘ [10]. Assume randomly distributed devices within 10m x10m and 2048 byte size
of pa forwarding. Figure 8 shows the change of performance according to the number of
nodes. The Simulation shows that the relay DRP is superior to existing DRP method. With
the increase in number of nodes, it shows a better performance. In the case that the number of
nodes is increased and failure occurs in the communication between the nodes with the
channel condition, it is expected that running the relay transmission through the relay DRP
improves the throughput of transmission between the nodes.
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Figure 9 shows the variation of throu cordl t\he channel environment with 20
nodes. As channel environment is W erfor ecreases But, in the case of relay
DRP, the degree of degradatlon Sf ance ced compared to the existing DRP. In

Throughput (Mbps)

BER (Bit Error Rate) 10* to section of, pe rmance of the relay DRP scheme, it is

observed degree of performance de radatlb ompared with the period before. It does not
acquire a reliable chann I ough ansm|55|on due to changes of the channel
environment between a@ces Thus, hroughput of the relay DRP scheme may also be
reduced to the same a X|st|ng heme.
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Figure 9. RNS throughput according to the channel environment
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5. Conclusion

In this paper, We proposed a cooperative protocol of relay-based WUSB/DRD and
WLP devices in a WSS of WiMedia environment. The proposed cooperative protocol
can communicate with WUSB/DRD/WLP devices by using the standard DRP
reservation and WUSB DRP reservation. We did relay transmission in UWB-based
WiMedia using the proposed protocol. And it was confirmed through performance
analysis that it is possible to improve the throughput and reduce energy consumption.
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