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Abstract

Smart homes with IoT technologies provide convenience in our daily lives. If it is linked to smart city infrastructure through the expansion of service range, it can provide higher quality services. However, if the service range becomes wider, it may increase latency, which may in turn cause an overload. These problems are attributable to the increasing number of sensors that need to be monitored and the expansion of the service area. These problems can be solved by intelligently distributing the data measured in each area. Therefore, in this paper, we propose a Smart Edge Broker to intelligently transmit data traffic generated by a smart city in a wide area to prevent the traffic from being transmitted or bypassed to an area where traffic is not necessary. It is also suitable to operate it as a fog computing model by placing it at the edge of a smart city network.
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1. Introduction

To provide convenience in our daily lives, it is possible to configure a smart home using various IoT technologies[1][2]. For example, if we attach health sensors such as an ECG recorder and blood glucose meters to our body and link them to a smart home system, it is possible to remotely monitor our health[3]. Alternatively, by linking a sleep care device to a smart home system, it is possible to measure sleep and create an environment for improving sleep[4]. If it is linked to a smart city platform, it can provide a variety of services[5][6]. For example, it can monitor the activities of elderly people and people with dementia at home and provide more complex medical support services through the urban infrastructure in the event of an emergency[7]. However, as the coverage of the network becomes broader, the number of sensor devices increases, which may cause several problems[8][9].

First, there is a latency problem. This means that it takes a long time to transmit because the transmission distance of sensor data increases. If the distance between smart home sensors that generate data and a service that consumes the data increases, there will be latency in transmission. This will impair the immediateness of sensor data, thereby lowering the quality of the service. Second, there is an overload problem. When measuring by increasing the number of sensors and widening the range, the amount of the data that needs to be processed increases, which may lead to bottlenecks due to an excessive concentration of traffic in a specific data center. This will delay data processing and service provision. Third, there is a service scalability
problem. When new services are added to a smart home and smart city, all the related services need to be changed, increasing the cost as a result. These problems need to be solved when a smart city is configured. To that end, an intelligent distributed processing technique between sensors and services is needed.

In this paper, we propose a Smart Edge Broker (SEB) as an intelligent distributed processing technique. The Smart Edge Broker, located at the edge between sensors, services, and data centers distributed in the city, intelligently routes and brokers data transmission. Through this process, the data can be directly transmitted between sensors, thereby reducing the distance and latency. As it also processes the data transmission between sensors and services instead of data centers, it naturally solves the overload problem. In addition, if the Smart Edge Broker can filter only the necessary data, scalability can be improved.

In Chapter 2, we examine smart homes and smart cities to identify likely problems. In Chapter 3, we define a Smart Edge Broker that can solve the problems of a smart city. In Chapter 4, we conclude based on the results of experiments and evaluations.

2. Related Studies

A smart home is an automation system that not only remotely controls home appliances in a house by connecting them to a network, but also detects and actively controls situations using sensors[10]. Figure 1 shows an example of a sleep care service. The sleep environment and biometric sleep information measured from sensors in each house are transmitted to an IoT sleep care service provided by the cloud[11]. Each Smart Home A, B, C, and D has a sound sensor and a temperature sensor, and a service gateway that collects the measured data and transmits it to IoT sleep care service. This service collects and analyzes the data from each smart home and provides sleep care services to users.

![Image of smart home system: IoT sleep care service](image)

**Figure 1. Example of smart home system: IoT sleep care service**

If smart city infrastructure can be included in the range, it can provide other services in addition to the sleep care service[12]. In this case, the smart home functions as one sensor in a smart city[13]. In addition, an urban sensor[14], which globally measures the urban environment, such as air temperature and noise, can be used. Smart Home A and Smart Home
C are in Smart City1, and they can utilize Urban Sensor1. Similarly, Smart Homes B and Smart Home D are in Smart City2, and they can utilize Urban Sensor2[15]. As an IoT sleep care service can utilize not only the sound and temperature sensor data from each smart home, but also the temperature and environmental noise data of the entire city, it can provide area-based sleep care services.

However, the edge where sensors and services are in contact was not fully utilized. The problems mentioned in the Introduction, such as latency, overload, and service scalability, occur in the process of transmitting sensor data to a service through the edge. If a device located at the edge analyzes the data and automatically routes it, this will not only solve problems, but also enable a smart city network to be configured more efficiently. In addition, as a smart city sensor corresponds to a smart home service gateway, it can improve the quality of smart home services. Therefore, in Chapter 3, we propose and design a Smart Edge Broker that can recognize the payload of transmission traffic and actively distribute data.

3. Smart Edge Broker

The Smart Edge Broker proposed in this paper is an intelligent broker, and the edge located between a sensor network and service efficiently distributes traffic. It receives all the data from the sensor and analyzes the data according to the requested service and routes it to the appropriate service. Figure 4 is an example of a smart city platform when the Smart Edge Broker is introduced.

![Smart City Platform with Smart Edge Broker](Image)

The boundary points between the sensor area and service area are divided by the edge. Eight smart homes are distributed in two areas in the sensor area, and the service area consists of one data center and two services. It is assumed that Svc1 and Svc2 use the sensors installed in the smart home system to provide different services and share the sensors in the area below. It is assumed that at this time, Svc1 needs the data measured in S1, S3, S5, and S7, and Svc2 needs the data measured in S2, S4, S6, and S8. As the data center needs to collect and manage all data, it receives data from all sensors.

If this is applied to the IoT sleep care service, a smart home can correspond to a sleep care device, and a service can correspond to an IoT sleep care service. It collects the sleep data measured in each smart home and transmits it to the IoT sleep care service to provide services.
At this time, the Smart Edge Broker provides intelligent data routing functions at the edge between the smart home and services, thereby transmitting data more efficiently. The Smart Edge Broker has an intelligent routing function. It receives requests for desired data from each service and collects and analyzes the data from all sensors based on it. Based on the analysis results, it classifies the data requested by each service and routes it and transmits all the collected data to a data center. Figure 5 shows this process. (a) in Figure 5 shows the process by which a service receives data from a smart home and provides services.

![Figure 3](image)

**Figure 3. Scenarios for service routing in the Smart Edge Broker:** (a) Scenario for collecting data from sensors; (b) Scenario for collecting selective data from sensors

In the case of (1), if Svc1 receives the data of S1, S2, and S3, the smart home transmits data to the data center and the service requests data from the data center and receives it. At this time, if the Smart Edge Broker brokers the data between the smart home and service, as shown in (2), there is no need to purposely transmit the data to a remote data center. Svc2 in (2) receives data of S4, S5, and S6 in the same way as Svc1 in (1), but the Smart Edge Broker does not need to go through a data center in place of the data center. In this case, the communication distance is reduced by the distance from the data center, which in turn reduces the burden on both ends of the smart home and service. In addition, as the data center does not need to collect data, there is no traffic centralization.

(b) in Figure 5 shows a case in which a service needs only some data. (3) is similar to (1), but Svc1 requests only the data of S1. In this case, Svc1 has no choice but to filter only the necessary data after receiving all the data. In (4), Svc2 requests the data of S6, but unlike (3), the data of S4 and S5 are filtered in advance so that the Smart Edge Broker can provide services more efficiently because there is no need to consume resources to reconstruct the data in Svc2.

### 4. Conclusions

In this paper, by proposing a Smart Edge Broker, we could solve the latency and overload problems that may occur during the process of using an IoT service through a smart home.
system and smart city platform. This is a method of analyzing and filtering the data using topic and query and routing it to the proper location.
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